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The Software Formal I|nspections Standard (hereinafter referred to
as the Standard) is designed to support the inspection process of

software devel oped for NASA. Its goal is to provide a franework
and nodel for an inspection process that will detect and
elimnate defects as early as possible in the software life
cycle. This Standard w Il have been successfully applied if it

acconpl i shes the foll ow ng:

The goals for the project's software inspection process are
sati sfied.

Cl ear descriptions of the software inspection process and
products are provided.

Traceability between products of this process through the
software life cycle is maintained.

This Standard describes a uniform process for NASA software
formal inspections. It provides:

A nechani smfor ensuring quality is built into the software.
A neans for assuring the quality of the process.
A neans for producing and supporting a software inspection

process and the quality assurance aspects of that process for
a project.



A common uniformformat and content for a software inspection
process across NASA proj ects.

A software inspection process standard tailored to NASA' s
envi ronnent .

General questions concerning this publication should be referred
to the Ofice of Safety and M ssion Assurance, NASA Headquarters,
Washi ngton, D.C., 20546.

/sl Frederick D. Gregory

Frederick D. G egory
Associ ate Adm nistrator for
Safety and M ssion Assurance

1.0 SCOPE, PURPOSE, AND APPLI CATI ON
1.1 SCOPE

This Software Formal | nspections Standard (hereinafter referred
to as Standard) is applicable to NASA software. This Standard
defines the requirenents that shall be fulfilled by the software
formal inspections process whenever this process is specified for
NASA sof t war e.

1.2 PURPGCSE

The objective of this Standard is to define the requirenents for
a process that inspects software products to detect and elimnate
defects as early as possible in the software |ife cycle. The
process al so provides for the collection and anal ysis of

| nspection data to inprove the inspection process as well as the
quality of the software.

1.3 APPLI CATI ON

The Software Formal |nspections Standard shall be applied to
sof tware devel oped for and by NASA. Refer to Sections 1.3.1
t hrough 1.3.4 for description.



When software is devel oped for NASA, rather than by NASA this

St andard applies when specified in contract clauses and
Statenents of Work (SOW). Selection and use of this Standard
shall be an option of program or project nmanagenent (the
acquirer), and shall be determ ned on a program or project basis.
The provider shall establish and docunent inspection procedures

t hat neet these requirenents.

When software i s devel oped by NASA, this Standard shall apply if
specified in the program plan, nmenorandum of understandi ng, etc.

1.3.1 DELI VERABLE SOFTWARE

Al new and nodified software products deliverable to the
acquirer under a contract (i.e., deliverable software) shall be
| nspected as specified in Section 3.3, "Types of |nspections,"”
during devel opnent to denonstrate conpl et eness, correctness, and
conpliance relative to requirenents and adherence to program

st andar ds.

1.3.2 SOFTWARE | NCLUDED AS PART OF DELI VERABLE HARDWARE
(1 NCLUDI NG FI RMWARE)

Software included as part of deliverable hardware shall be a
candi date for the inspection process.

1. 3.3 NONDELI VERABLE SOFTWARE

Software used for devel opnent, fabrication, manufacturing process
control, testing, or acceptance of deliverable software or
hardware (test and acceptance software; software design, test,
and anal ysis tools; conpilers; etc.) shall be inspected according
to the sanme inspection requirenents as deliverable software to
denonstrate conpl eteness, correctness, and conpliance relative to
requi renments and/ or adherence to program st andards.

1.3.4 COWERCI AL- OFF- THE- SHELF, REUSED, OR GOVERNMENT- FURNI SHED
SOFTWARE

Commerci al -of f-the-Shelf (COTS), reused, or governnent-furnished
software (GFS) products that are nodified before being

I ncorporated into deliverable software shall be consi dered

nodi fied software and i nspected in the sane manner as devel oped



sof t war e.

COTS that is not nodified is not nornally a candidate for the
i nspecti on process.

1.4 TAILORI NG
This Standard shall be tailored by the acquirer (e.g., NASA
prograni project manager) in accordance with the classification of
t he software being devel oped or acquired. The classification of
software shall be determ ned by the responsi bl e NASA Center or
programoffice per NM 2410. 10A, NASA Sof t ware Managenent,
Assurance, and Engi neering policy.
Tailoring of this standard consists of the foll ow ng:

| dentifying requirenents that are not applicable.

Addi ng requirenents.

Provi di ng quantifiable criteria for the requirenents (how
often, how many, quality criteria, etc.).

2.0 REFERENCES
2.1 REFERENCED DOCUMENTS

The follow ng references are listed to show their use in the
generation of this Standard.

2.1.1 DOCUMENT REFERENCED AS A REQUI REMENT
Al l NASA software shall satisfy the requirenents set forth in:

NASA Sof t ware Managenent, Assurance, and Engi neering Poli cy,
NM 2410. 10A, Decenber 12, 1991.

2.1.2 DOCUMENTS REFERENCED AS | NFORMATI ON

The foll owm ng docunents were used in the devel opnent of this
Standard. Their content is intended to provide supporting

i nformation to this Standard but should not be considered to be
part of the requirenents.



a.| EEE Standard d ossary of Software Engi neering Term nol ogy.
ANSI / | EEE Standard 729-1983. New York: Institute of
El ectrical and El ectronics Engi neers, Inc.

b.l EEE St andard for Software Test Docunentation. ANSI/ | EEE
St andard 829-1983. New York: Institute of Electrical and
El ectroni cs Engi neers, Inc.

c.| EEE Standard Dictionary of Measures to Produce Reliable
Software. | EEE Standard 982. 1-1988. New York: Institute of
El ectrical and El ectronics Engi neers, Inc.

d. | EEE Standard d ossary of Software Engi neering Term nol ogy.
| EEE St andard 610.12-1990. New York: Institute of Electrical
and El ectronics Engi neers, Inc.

e.JSC 31011, The Wrk Package 2 Master Verification Plan,
Revision B, April 20, 1990. Houston: NASA-JSC Space Station
Projects Ofice.

f.JSC 31012, Space Station Projects Ofice, Lexicon, January
1987.

g. NASA Software Acquisition Life Cycle, Version 4.0, 1989.
Washi ngton, D.C.: NASA Ofice of Safety, Reliability,
Mai ntainability, and Quality Assurance.

h. NASA Sof t ware Docunent ati on Standard, Software Engi neering
Program NASA- STD-2100-91. Washington, D.C.: July 1991.

| . European Space Agency Software Engi neering Standards, |ssue 2,
ESA PSS-05-0, February 1991.

] . Sof tware Mai ntenance: The Problemand Its Solution, Janes
Martin and Carma McClure. Prentice Hall, 1983.

k. Sof t war e Engi neering Design, Reliability, and Managenent,
Martin L. Shooman. MGaw HIl, 1983.

| . Formal I nspections for Software Devel opnent Course, Revision
E, Software Product Assurance, Section 522, M 301-476; Jet
Propul si on Laboratory; Pasadena, CA.



m Formal [ nspections - Manager's Course, Version 1.0, Oct 1989.
NASA Sof t ware Managenent and Assurance Program ( SVAP).
Prepared by John C. Kelly, Ph.D., Software Product Assurance;
Jet Propul sion Laboratory; Pasadena, CA

n. Sof t war e Devel opnent Formal | nspections Course, Revision G
Sof tware Product Assurance; Section 522, M5125-233; Jet
Propul si on Laboratory; Pasadena, CA.

2.2 G.OSSARY

Definitions reprinted in part from | EEE Standard 610. 12- 1990,

| EEE St andard G ossary of Software Engi neering Term nol ogy,
copyright 1990. The information contained hereininitalics is
copyrighted information of the | EEE, extracted from|EEE Std
610. 12-1990, copyright « 1990 by the Institute of Electrical and
El ectronics Engineers, Inc. This information was witten wthin
the context of IEEE Std 610. 12-1990. The | EEE takes no
responsibility or liability for and will assune no liability for
damages resulting fromthe reader's msinterpretation of said

I nformation resulting fromthe placenent and context in this
publication. Information is reproduced with the perm ssion of

t he | EEE.

Acqui rer. The person, organization, or conpany that obtains a
product or capability, such as a software system and associ at ed
docunent ati on; synonynous with "custoner."

Al l ocation. The process of distributing or assigning for a
speci fic purpose. Exanples:

Functional - Allocation of requirenents to functions.
Qperational - Allocation of functions to operational nodes.
Physical - Allocation of requirenents or functions to a

physical entity (e.g., System Segnent, Elenent, or
Configuration Item.

Anal ysis. A nethod used to verify requirenents that are nore
conpl ex than can be verified by inspection, denonstration, or
test. Analysis involves technical review of mat hemati cal nodels,
functional or operational sinulation, equivalent algorithmtests,
or other detailed engi neering anal ysis.



Application. A group of software el enents: conponents or nodul es
that share a common trait by which they are identified to the
persons or departnents responsible for their devel opnent,

mai nt enance, or testing.

Checklist. A list of procedures or itens summarizing the
activities required for an operator or technician in the
performance of duties. A condensed guide. An on-the-job
suppl enent to nore detailed job instructions.

Conponent. A distinct part or elenent of a conputer software
configuration itemor software product.

Configuration Control. The systematic control of work products.

Defect. Any occurrence in a software product that is determ ned
to be inconplete or incorrect relative to the software
requi renments and/ or program st andards.

Defect Classification. The process where all defects identified
during an inspection are classified by severity and type.

Deliverable Software. The code and correspondi ng docunentati on
that is turned over to the acquirer at specific points throughout
the life of a contract.

Di screpancy. A formally docunented devi ation of an actual result
fromits expected result.

Di screpancy Report. An instrunent used to record, research, and
track resolution of a defect found in a baseline.

El ement. The generic termapplied to the smallest portions of a
sof tware or docunent product that can be independently devel oped
or nodifi ed.

Environnment. The conponents and features that are not part of
t he product but necessary for its execution such as software,
hardware, and tools. (JSC 31011)

Error. A discrepancy between a conputed, observed, or neasured
val ue or condition and the true, specified, or theoretically



correct value or condition. (ANSI)

Fai lure. The behavior of the software or system conponent when a
fault is encountered, producing an incorrect or undesired effect
of a specified severity.

Fault. A nmanifestation of an error in software. |f encountered,
a fault may cause a failure.

Fault Detection. The ability to performchecks to determ ne
whet her any erroneous situation has arisen.

Fault Recovery. The response of the system software to an
abnormal condition, so that system execution can continue to
yield correct results despite the existence of the fault.

Firmnare. The programmed instructions and/or conputer data that
reside in sone formof storage elenent and are required for
proper operation of a hardware unit. There are two common types:
(1) firmvare that requires an integral understanding of the

har dware design and its operation, and/or is design

| npl enent ati on-dependent (e.g., machine instructions, control

| ogic, etc.); and (2) firmvare that inplenments system applica
tions and/or support functions that do not fall within the
limtations in (1) (e.g., database services, task scheduling,
etc.), but is packaged in a formof Read Only Menory (ROM for
reasons such as perfornmance, capacity, etc.

| nspecti on Package. The collection of software products and
correspondi ng docunentati on presented for inspection as well as
requi red and appropriate reference nateri al s.

| nspection Report. A report used to docunent and conmmunicate the
status (such as tinme and defect data) of a software fornal
| nspecti on.

Interface. A shared boundary across which information is passed,
may be a hardware conponent, a portion of storage, or registers
accessed by two or nore conputer prograns.

Module. A programunit that is discrete and identifiable wth
respect to conpiling, conmbining with other units, and | oadi ng;



for exanple, input to, or output from an assenbler, conpiler,
| i nkage editor, or an executive routine. (ANSI)

Performance. A neasure of the ability of a conputer system or
subsystemto exercise its functions; for exanple, response tine,
t hr oughput, nunber of transactions, etc.

Phase. The period of tine during the life cycle of a project in
which a related set of software engineering activities is
perfornmed. Phases may overl ap.

Provider. The person, organization, or conpany that actually
devel ops the software products to the requirenents of the
acquirer. The provider nmay be a contractor or an

I n-house NASA entity. Because npost of NASA software is created,
del i vered, tested, or maintained under contract, the termis nost
general ly synonynous with "contractor" and "subcontractor."

Quality Assurance (QA). Those assurance activities focused on
conformance to standards and procedures.

Release ID. Identification code associated with a product's
version | evel.

Reliability. The probability that a given software systemw | |
operate without failure (of a specified severity) for a specified
time in a specified environnent.

Requirenent. A precise statenent of need intended to convey
under st andi ng about a condition or capability that nust be net or
possessed by a systemor system conponent to satisfy a contract,
standard, specification, or other formally inposed docunent. The
set of all requirenments fornms the basis for subsequent devel op
nment of the system or system conponents.

Segnent. Relative to a system an entity consisting of

interrelated el enents for which a design-to specification is
prepared. Segnent is the second level in the generic system
hierarchy (i.e., System Segnent, Elenent, and Configuration

ltem.

Severity. A degree or category of magnitude for the ultimte
| npact or effect of executing a given software fault, regardl ess



of probability.

Software. Conputer prograns, procedures, rules, and associ ated
docunent ati on and data pertaining to the operation of a conputer
system |Includes prograns and operational data contained in
firmvare. Exanples of software include: flight software, ground
support equi pnment software, testing station software, scientific
data software for data reduction and nodeling anal ysis, systens
software, applications software, etc.

Software Engineering. A generic reference to the discipline and
efforts associated with design, code, and test of software

devel oped fromrequirenents defined in a Software Requirenents
Specification. Software engineering also references the

organi zation that conducts the software devel opnent activities
for a specific program

Software Life Cycle. The period of tinme that starts when a
software product is conceived and ends when the product is no
| onger available for use. The software life cycle typically
traditionally includes the foll ow ng ei ght phases:

Concept and Initiation Phase

Requi renment s Phase

Archi tectural Design Phase

Det ai | ed Desi gn Phase

| npl enent ati on Phase

I ntegration and Test Phase

Accept ance and Delivery Phase

Sust ai ni ng Engi neeri ng and Qperati ons Phase.

Software Product. A software product is defined as either: a.
The set of software that has a | ogical stand-alone identity and
function; or, b. The conplete set of conputer prograns,
procedures, and associ ated docunentation and data desi gnated for
delivery to a user.

Software System Structure. The specific organi zation of a
software system s conponents for the purpose of acconplishing an
operational capability.

Source Code. The collection of executable statenents and
commentary that inplenments detail ed software design.



Specification. A docunent that specifies, in a conplete,
precise, verifiable manner, the requirenents, design, behavior or
ot her characteristics of a system or conponent, and, often the
procedures for determ ni ng whet her these procedures have been
satisfied. (IEEE Standard 610. 12- 1990)

Subapplication. Each of the smaller groups of software into
whi ch an application may be divided for the purpose of assigning
mai nt enance responsibility or testing responsibility.

System The total aggregation of hardware, software,
conmuni cati ons, data, human and support el enments, and procedures
that conprise a conplete operational capability.

Test Docunentation. The docunentation describing the plans for,
or results of, the testing of a systemor conponent. Types

I ncl ude test incident report, test |og, test plan, test
procedure, and test report.

Test Plan. A docunent prescribing the approach to be taken for
I ntended testing activities. The plan typically identifies the
itens to be tested, the testing to be perforned, test schedul es,
personnel requirenents, reporting requirenents, eval uation
criteria, the level of acceptable risk, and any risk requiring
conti ngency pl anni ng.

Test Procedure. The detailed instructions for the setup,
operation, and evaluation of results for a given test. A set of
associ ated procedures is often conbined to forma test procedure
docunent .

Traceability.

a. The degree to which a relationship can be established
bet ween two or nore products of the devel opnent
process, especially products having a predecessor-
successor or nmaster-subordinate relationship to one
anot her; for exanple, the degree to which the
requi renents and design of a given software conponent
mat ch. (I EEE Standard 610. 12- 1990)

b. The characteristic of a systemthat all ows



I dentification and control of relationships between
requi renents, software conponents, data, and
docunentation at different levels in the system

hi er ar chy.

Verification. The process of evaluating a systemor conponent to
det erm ne whet her the product of a given |ife cycle phase
satisfies the conditions inposed at the start of that phase.

Work Product. The output of a task. Formal work products are
deliverable to the acquirer. Informal work products are
necessary to an engineering task but not deliverable. A work
product may be an input to a task.

2.3 ABBREVI ATI ONS AND ACRONYMS

ANSI Anmerican National Standards Institute

COTS Commer ci al - of f -t he- Shel f

GFS Gover nnent - Fur ni shed Sof t war e

| EEE Institute of Electrical and El ectronics Engi neers, Inc.
| SO I nternational Standards Organization

| T1 Synmbol for Test Plan I nspection

| T2 Synmbol for Test Procedures |nspection

| 0 Synmbol for Architectural Design |nspection

|1 Synbol for Detailed Design |Inspection

| 2 Synmbol for Source Code | nspection

JSC Johnson Space Center

NASA National Aeronautics and Space Adm nistration
QA Quality Assurance

ROM Read Only Menory



RO Synbol for System Requirenents |nspection
R1 Synbol for Software Requirenents |nspection
SQA Software Quality Assurance

STD St andar d

3.0 REQU REMENTS

This section contains the requirenents for inplenenting this
St andar d.

3.1 SOFTWARE | NSPECTI ON PROCESS
3.1.1 DEFIN TION

As applied to software products and/ or associ ated docunentati on,

| nspection is a technical exam nation process during which a
product is examned with the purpose of finding and renoving
defects as early as possible in the software life cycle. A
defect is any occurrence in a software product that is determ ned
to be inconplete or incorrect relative to software requirenents
and/ or program standards.

3.1.2 CHARACTERI STI CS

The follow ng are characteristics of formal inspections
(hereinafter called inspections):

Perfornmed routinely and according to established procedures
and schedul es.

Performed with the expectation that all major defects found
w Il be corrected before they are propagated to further
pr oducts.

Performed by inspectors know edgeabl e about the inspection
process and the inspected product.

Conducted by at |east 3 people, one of whom the noderator, is



responsi ble for the effectiveness of the inspection.

Participated in by the producer of the software product who is
present at the inspection.

Participated in by inspectors who assune specific roles.
Executed in a specific set of stages.
Desi gned to produce data for project managenent, quality
eval uation, and inspection process inprovenent, but not for
per sonnel eval uati on.

3.2 ROLES AND RESPONSI BI LI TI ES

3.2.1 | NSPECTORS

Al participants in an inspection neeting shall be trained in the

| nspection process and shall be called inspectors. |Inspectors
shal | exam ne the product presented for inspection and rel ated
materials | ooking for defects in the product. All inspectors

shall be able to technically inspect the product.

3.2.1. 1ROLES

| nspectors shall fulfill the follow ng m ninum set of roles at
each inspection: Author, Mderator, Reader, and Recorder.

| ndi vi dual inspectors may fulfill nore than one inspection role.

| nspections shall be perfornmed by a m ninum of three inspectors,
one of whom shall be the author and another shall be the
noderator. The roles of reader and recorder shall be fulfilled
by any conbination of the third i nspector, the noderator, and
addi ti onal inspectors beyond the m ni nrum

The followi ng responsibilities shall be fulfilled for inspection
roles at each inspection:

3.2.1.1.1 AUTHOR
The author is the producer of the product being inspected.

Normal |y, only persons trained as inspectors shall be allowed to
be authors. 1In addition to |ooking for defects in the product



presented for inspection, the author shall be responsible for:

Generating all work products to be inspected and provide
required reference materials for the overview and the
| nspecti on neeting.

Respondi ng to questions about the function, purpose, and
organi zation of the inspected product and the associ at ed
reference material s.

Modi fyi ng the i nspected product to correct defects found
during the inspection.

Reviewi ng the corrections with the noderator according to the
requi renments in Section 3.4.2.7, "Foll ow up."

3.2.1. 1. 2 MODERATOR.

The noderator is the conductor and controller of an inspection.
Only inspectors who have been additionally trained and explicitly
aut hori zed to serve as noderators shall be allowed to fulfill the
role of noderator at inspections. The noderator shall be
responsi ble for the overall effectiveness of each inspection
noder at ed.

The role of noderator in an inspection shall be perfornmed by a
person other than the author. Specific responsibilities of the
noder ator shall be:

Ensure that the entry criteria specified in Section 3.4.1,
"Entry Criteria," are net.

Ensure that all inspectors are prepared prior to the

| nspecti on neeting.

Focus the inspection neeting on finding defects in the product
under inspection.

Cl assify defects according to requirenents in Section
3.4.2.4.2, "Defect Classification."

Di sposition defects according to requirenents in Section
3.4.4, "Custom zation," itemg.



Assi gn defects dispositioned for correction to the author.

Verify, personally or by delegation to other inspectors, that
all defects dispositioned for correction are corrected prior
to re-inspecting and/ or authorizing placenent of the inspected
product under configuration control for delivery to the next
phase of the software life cycle; also verify that no new
defects are inserted in the correction.

Aut hori ze placenent of the inspected product under
configuration control (when all conditions in Section 3.4.3,
"Exit Criteria," have been net) for delivery to the next phase
in the software life cycle.

Coll ect the data, and generate and file the inspection report
specified in Section 3.7, "Required Data."

3.2.1. 1. 3 READER

The reader is the presenter of the inspection product to the
ot her inspectors. The role of the reader in an inspection shall

be perforned by a person other than the author. In addition to
| ooki ng for defects in the product presented for inspection, the
reader shall |ead the other inspectors through the inspected

product and related materials in a |ogical progression,
par aphr asi ng and sunmari zi ng each section.

3.2.1. 1. 4 RECORDER

The role of recorder in an inspection shall be perfornmed by a
person other than the author. |In addition to |ooking for defects
I n the product presented for inspection, the recorder shall
docunent each defect identified during the inspection neeting,
including its classification, and provide the resulting list to

t he noderator at the end of the inspection neeting.

3. 2. 1. 2CANDI DATES

| nspectors not fulfilling the roles of author or noderator shall
be chosen fromthe other candidates |isted bel ow

3.2.1. 2.1 PEERS.



Peers are persons working on the sane phase of the software life
cycle as the author but are not directly responsible for
generating the inspected product.

3.2.1. 2. 2 REPRESENTATI VES FROM PREVI QUS PHASES | N THE SOFTWARE
LI FE CYCLE.

The representatives fromthe previous phases in the software life
cycle shall look for defects in the product presented for

| nspection fromthe perspective of their areas of expertise and
knowl edge of the intended characteristics of the product.

3.2.1. 2. 3 REPRESENTATI VES FROM FOLLOW NG PHASES | N THE SOFTWARE
LI FE CYCLE.

The representatives fromthe foll ow ng phases in the software
life cycle shall | ook for defects in the product presented for

| nspection fromthe perspective of their areas of expertise, and
from knowl edge of the needs of the foll ow ng phases in the
software life cycle.

3.2.1. 2. 4 REPRESENTATI VES FROM | NTERFACI NG COMPONENTS OR
CONFI GURATI ON | TEMS.

The representatives frominterfaci ng conponents or configuration
itens shall | ook for defects in the product presented for

| nspection fromthe perspective of their areas of expertise, and
from knowl edge of the interface requirenents of the interfacing
conponents or configuration itens.

3.2.2 USERS

The user of the software product presented for inspection my
participate in System Requirenents (R0O), Software Requirenents
(R1), and Test Plan (I1T1) inspections (defined in Section 3.3,
"Types of Inspections”) to ensure that user needs and
expectations are satisfied and that the desired product will be
pr oduced.

The extent of user participation in other types of inspections
shall be determ ned by the provider. The user of the software
product may fulfill any of the inspector roles defined in Section
3.2.1.1, "Roles," except for those of author and noderat or.



3.2.3 SOFTWARE QUALI TY ASSURANCE

Software Quality Assurance (SQA) shall assure conpliance with
process requirenents by working with managenent (providing
process and procedural reviews, and recomendati ons) in defining
t he inspection procedures and records.

SQA shall assure conpliance to docunented inspection procedures
by:

Verifying that the data specified in Section 3.7, "Required
Dat a" have been col | ect ed.

Sel ectively review ng inspection packages for required
| nspection materials.

Participating in inspection neetings to whatever extent is
deened necessary by SQA, including fulfillnment of any of the
| nspection roles except author.

By performng, participating in, and/or assuring the analysis in
Section 3.5, "Process Evaluation," SQA shall provide an

| ndependent eval uation of the effectiveness of the inspection
process and the product quality.

SQA shall assure that:
Reports of inspection process eval uation/anal ysis are:

1. Defined and schedul ed.
2. Provided as needed to:
a)Val idate positive trends in the inspection process.
b) Addr ess adverse trends in the inspection process.
3. Reviewed with appropriate nmanagenent and/or techni cal
per sonnel .
4. Considered in inspection process inprovenents.

Al l inspection process inprovenents are docunented and tracked
for analysis and incorporation, and that inspection anonalies
are docunented and tracked for analysis and correction.

3.3 TYPES OF | NSPECTI ONS



The follow ng are generally recogni zed types of inspections.

Addi tional types of inspections may be conducted using the

i nspecti on process.

3.3.1 SYSTEM REQUI REMENTS | NSPECTI ON ( RO)

The work products inspected shall be the high-level requirenents
for software systens. This type of inspection nay be applied to
multiple |l evel s of systemrequirenents.

The purpose of the high-level requirenents inspection shall be
to:

Ensure proper allocation of functions to software, firmare,
har dwar e, and operati ons.

Val idate all external usage interfaces.

Verify that all the software systemfunctions are identified
and broken into configuration itens.

Ensure all configuration itens within the software system are
| denti fi ed.

Verify that the identified configuration itens provide all
functions required of them

Ensure that all interfaces between configuration itens within
the software system are identified.

Verify correctness of the software system structure.

Ensure that all quantifiable requirenents and requirenent
attri butes have been specifi ed.

Ensure that the requirenents are verifiable.
3.3.2 SOFTWARE REQUI REMENTS | NSPECTI ON ( R1)

The work products inspected shall be the detail ed requirenents
for specific software conponents and/or nodul es.



The purpose of the software requirenents inspection shall be to:
Verify a conplete and accurate specification of each of the
fol | ow ng:

1. Software functions
. I nput and out put
. States and nodes

2
3
4. Response tine requirenents
5.1 nterfaces.

Ensure specifications are included for error detection and
recovery, reliability, maintainability, performance, and
accuracy.

Ensure the traceability of requirenents from hi gher |evel
docunent s.

Verify that the requirenents provide a sufficient base for the
sof t ware desi gn.

Verify that the requirenents are neasurable, consistent, and
t est abl e.

3.3.3 ARCH TECTURAL DESI GN | NSPECTI ON (| 0)

The wor k product inspected shall be the high-level software
system desi gn.

The purpose of the architectural design inspection shall be to:
Ensure the design neets approved requirenents.
Validate all interfaces anong nodul es within each conponent.

Review the list of nodul es and the general function(s) of each
nodul e.

Validate fault detection, identification, and recovery
requi renments.

Verify the conponent structure neets the requirenents.

Val i date the sel ection of reusabl e conponents.



Ensure traceability of the design to the approved
requi renments.

Val i date i nput and output interfaces.
3.3.4 DETAI LED DESI GN | NSPECTI ON (I1)

The wor k product inspected shall be the software conponent and/or
nodul e design at the detailed |evel.

The purpose of the detail ed design inspection shall be to:
Ensure that the design neets the approved requirenents.

Validate all logic algorithms, data structures, and calls
wi t hi n each nodul e.

Verify that the detail ed design is conplete for each nodul e.

Ensure traceability of the design to the approved
requi renments.

Ensure that all required and/ or applicable progranm ng
standards are foll owed.

Ensure that detailed design neets requirenents and is
traceable to the high-level software system design.

3.3.5 SOURCE CODE | NSPECTI ON (I 2)

The work product inspected shall be the nodul e source code. The
pur pose of the source code inspection shall be to:

Ensure that the code neets the approved requirenents.

Verify the technical accuracy and conpl eteness of the code
W th respect to the requirenents.

Verify that the code inplenents the detail ed design, and that
all required/ applicable standards are sati sfi ed.

Ensure traceability of the code to the approved requirenents.



Ensure that the code neets requirenents and is traceable to
t he detail ed design.

3.3.6 TEST PLAN I NSPECTION (1 T1)

The wor k product inspected shall be a software test plan for the
software capabilities required by the detail ed | evel of

requi renments.

The purpose of the test plan inspection shall be to:

Det ect defects and m sconceptions in the definition of the
test plan.

Ensure that all new and nodified software functions operate
correctly within the intended environnent and according to
approved requirenents.

Ensure that all new and nodified interfaces will be verified.

| dentify and elim nate extraneous or obsolete test plans.

Ensure that each requirenent will be tested.

3.3.7 TEST PROCEDURES | NSPECTI ON (I T2)

The work products inspected shall be test procedures for software
capabilities required by the detailed | evel of requirenents.

The purpose of the test procedures inspection shall be to:

Verify that the set of test procedures neets the objective of
the test plan.

Verify that each test procedure provides:

1. A conplete and accurate description of its purpose
2. A description of how it executes

3. Al expected results.

Ensure that each test procedure identifies which
requirenent(s) it is testing and correctly tests the |isted



requi renment (s).

Ensure that each test procedure identifies the required
har dwar e and software configurations.

Ensure that each test procedure will execute w thout errors.
3.4 PROCESS ELEMENTS
3.4.1 ENTRY CRITERI A

The inspection procedure shall specify a set of neasurable
actions that nust be conpleted prior to each type of inspection.
Conpl etion of these actions shall ensure that all activities
related to the precedi ng phase of the software life cycle have
been conpl eted or addressed prior to the correspondi ng

| nspecti on.

3.4.2 STAGES

Data required in Section 3.7, "Required Data," shall be recorded
at the appropriate stage of the inspection process.

The inspection process shall consist of the foll ow ng
chronol ogi cal stages for each type of inspection required as
shown bel ow.

3. 4. 2. 1IPLANNI NG

Pl anni ng shall be the stage at which the package contents,
requi red support, and scheduling of an inspection are defined.

The inspection process shall require conpletion of the follow ng
activities during the planning stage:

3.4.2.1.1 ENTRY CRI TERI A CHECK.

The noderator shall ensure that the entry criteria have been net.
| f the product does not neet the entry criteria, or if the
noderat or does not think that the product is ready for

| nspection, the noderator shall return the product to the author
for further devel opnent.



3.4.2.1.2 I NSPECTI ON PACKAGE CONTENTS.

The nunber of product elenents to be inspected at any given

| nspection shall be chosen to allow the correspondi ng i nspection
neeting to cover all of the material in 2 hours or less at a rate
of inspection less than or equal to the maximumrate all owed for
this type inspection, as required in Section 3.4.4,

"Custom zation," iteme. The products and docunentation to be

i nspected, as well as the reference materials required for the
specific type of inspection, shall be generated.

3.4.2.1. 3 | NSPECTORS.

Based on the contents of the inspection package, inspectors shall
be identified for each inspection, notified of their
responsibility to support the inspection, and of their role(s).

St ages shall be delayed until designated inspectors are avail abl e
to participate and provide their support. The inspection
procedures shall define the nethod by which the reader of an

| nspection shall be appointed.

3.4.2.1.4 | NSPECTI ON SCHEDULI NG

| nspection neetings shall be schedul ed at tines when all

| nspectors can attend. |nspection neetings shall be schedul ed
far enough in the future to allow at least the mninumlead tine
required for the specific type of inspection, as required in
Section 3.4.4, "Custom zation," itemd.

3.4.2.1.5 DI STRI BUTI ON.

During this step, the inspection package shall be delivered to
| nspectors.

3.4.2. 20vERVI EW

The inspection procedure shall specify, for each type of

| nspection, the conditions under which an overview shall be
presented in a formal neeting. The overview shall be an
educational briefing, either oral or witten, given prior to the
| nspection neeting, which shall explain the product to be

| nspected, and related materials, at a high |evel. The purpose
of the overviewis to bring all of the inspectors to the point



where they can read and anal yze the inspection product and
related materials. The overview shall be provided at the tine
the i nspection product and related materials are distributed.

3. 4. 2. 3PREPARATI ON

Preparation shall be the stage at which inspectors individually
get ready for the inspection neeting. The author's participation
in the preparation stage is optional. During this stage,

I nspectors shall focus on detecting defects and devel opi ng
guestions by exam ning the inspected product for technical
accuracy, fulfillnment of requirenents, and adherence to standards
and conventions. Possible defects and questions shall be
docunented and submtted to the noderator prior to the start of
the inspection neeting to help ensure the inspection teamis
adequately prepared and the inspection neeting can be hel d.

3. 4. 2. 41 NSPECTI ON MEETI NG

The inspection neeting, which is conducted and controlled by the
noderator, shall be a formal neeting at which inspectors exam ne
t he i nspected product as a group.

The inspectors shall be | ed through the inspected product and
related materials by the reader. The inspectors shall identify
def ects; however, they shall not provide solutions.

Al'l defects identified during the inspection neeting shall be
recorded by the recorder.

Defects shall be dispositioned according to the requirenents in

Section 3.4.4, "Custom zation," itemg. Al other issues that
are not defects shall be dispositioned according to the
requirenents in Section 3.4.4, "Custom zation," itemh. The

defects shall be classified according to severity and type as
described in Section 3.4.2.4.2, "Defect Cassification."

At the conclusion of each inspection neeting, the noderator shall
deci de, based on the requirenents in Section 3.4.4,

"Custom zation," itemf, if a re-inspection of all or part of the
product shall be perforned after the corrections of the defects
identified by the first inspection have been nade.

3.4.2.4.1 | NSPECTI ON CONTI NUATI ON - ADDI TI ONAL MEETI NGS.



The inspection neeting shall be controlled by the noderator so
that if it exceeds 2 hours, it is stopped and a continuation
neeting scheduled for a |later date.

3.4.2.4.2 DEFECT CLASSI FI CATI ON.

Al'l defects identified in the inspected product during an
| nspection shall be classified by severity and type of defect.

a. Severity of Defect: Each defect in the inspected product shall
be classified according to its severity as one of the
fol | ow ng:

1. Maj or Def ect

A defect in the product under inspection which, if not
corrected, would either cause a malfunction, or prevent the
attainment of a required result, and would result in a

Di screpancy Report.

2. M nor Def ect

A defect in the product under inspection which, if not fixed,
woul d not cause a mal function, would not prevent the
attainment of a required result, and would not result in a

Di screpancy Report.

b. Type of Defects: Defects shall be further classified to
i ncl ude at least the follow ng m ninum set:

Dat a

Requi renments conpli ance
I nterfaces

Logi c

St andar ds conpl i ance
Per f or mance

Readabi lity.

NoorOONE

3.4.2.5TH RD HOUR

The third hour shall be an optional, informal, additional neeting
or activity that shall be separate fromthe inspection neeting.



During the third hour, resolutions to open issues recorded in the
| nspection neeting may be obtained, and solutions for defects
i dentified during the inspection may be di scussed.

The aut hor shall determne if a third hour i s needed.

Participants at the third hour shall be any subset of the

| nspection neeting inspectors plus any additional persons whose
expertise would help resol ve open issues or find solutions to the
defects identified during the inspection neeting.

3. 4. 2. 6REVORK

Rewor k shall be the stage at which all defects dispositioned for
correction are corrected.

3.4.2.6.1 RE-1NSPECTI ON.

Re-inspection is a repetition of the inspection process for a
conplete or partial set of products that have been previously
| nspected. Separate inspection reports shall be generated for
each re-inspection.

3.4.2. TFOLLOW UP

Fol |l ow-up shall be the stage at which the noderator verifies,
personally or by delegation, that all defects dispositioned for
correction have been corrected, and that no additional defects
have been introduced.

All required data for the inspection report shall be generated
and reported at this stage, and the noderator shall ensure that
the exit criteria have been net.

3.4.3 EXIT CRTER A

The inspection procedure shall specify a set of neasurable
actions that nust be conpleted follow ng each of the required

| nspections before the inspected product may be placed under
configuration control so its devel opnent can proceed to the next
phase of the software life cycle. These actions shall ensure
that all maj or defects have been corrected.



3.4.4 CUSTOM ZATI ON

The i nspection process shall be custom zed as follows for each
type of inspection:

The need, applicability, and contents of checklists for each
type of inspection.

The required contents of the inspection package for each type
of inspection in terns of:

1. Products and docunentation to be inspected
2. Reference materials
3.Inspection neeting notice and scheduling information.

The mandatory nunber of inspectors who nust participate in an
| nspection and the roles each of themnust fulfill.

The required mninumlead tinme that shall be all owed between
di stribution of the product to be inspected and rel ated
materials, and the occurrence of the correspondi ng i nspection
neeting. This tine shall be | ong enough to all ow adequate
preparation by the persons doing the inspection.

The maxi mumrate at which each type of inspection shall be
perfornmed in terns of pages or |ines per hour, based on
avai |l abl e data and project experience.

The criteria by which a decision shall be nade, at the end of
each inspection neeting, to re-inspect all or part of the
products just inspected.

A set of options for dispositioning mnor defects identified
during the inspection neeting as well as the criteria for
sel ecting each type of disposition.

A nmet hod to docunent, track, resolve, and neasure open issues
I dentified during inspections which are not classified as
def ect s.

A formal nethod to authorize, and docunent in the inspection
report, deviations fromspecific required inspection stages or
actions.



3.4.5 TRAINING REQUI REMENTS

Al inspectors shall receive training in the inspection process
and in their responsibilities wthin that process. Persons who
may act as noderators shall receive additional training on the
responsibilities of that role. Only persons who have been

trai ned as noderators shall be allowed to noderate inspections.

3.5 PROCESS EVALUATI ON

SQA shall assure the follow ng mninumset of trend analyses is
perfornmed to identify positive or adverse trends in the

| nspection process at the earliest possible opportunity using the
data collected in Section 3.7, "Required Data":

Total defects (major/mnor) by delivery/release ID

Total defects (mpjor/mnor) by delivery/rel ease | D by
| nspection type

Def ect density of products (nunber of major/m nor defects per
| i nes/ pages)
Defect density of defect types sorted by:

1.l nspection type
2.l nspection type and application
3.l nspection type and departnent.

Labor hours (overview, planning, preparation, inspection,
third hour, followup, and rework) versus nunber of:

1. Defects found
2. Li nes/ pages i nspect ed.

Effective rates for:
1. Preparation
2.l nspection

3. Nunber of |ines/pages inspected per inspection.

Phase in the software |ife cycle where defects should have
been found



Nunmber of inspections conplete versus pl anned.
3.6 PROCESS | MPROVEMENT

Results of the analyses required in Section 3.5, "Process
Eval uation," shall be:

Docunented in reports.

Revi ewed with appropriate nanagenent and/or technical
per sonnel .

Used to pronote continuous inprovenent of the inspection
process through recomendati ons for refinenent of:

1. Process stages
2. Rates and/or volunes for inspection stages
3. Re-inspection criteria.

3.7 REQUI RED DATA

The noderator shall collect and file the follow ng data for each
| nspection in an inspection report. Each inspection report shall
be signed by the noderator.

3.7.1 DESCRI PTI ON OF ORGANI ZATI ONAL AREA GENERATI NG PRODUCT
| NSPECTED

The follow ng characteristics of the organizational area
responsi bl e for producing the inspected product shall be included
I n the inspection report:

Project nane at contract |evel
Manager responsi ble for product
System Functional Project

Depart ment produci ng product
Application - to be custom zed
Subapplication - to be custom zed.

3.7.2 | NSPECTED PRODUCT DESCRI PTI ON

The follow ng characteristics of the product to be inspected



shall be included in the inspection report:

| nspection type

El emrent descri ptions

El emrent nanes and versions

Si ze of work product

Targeted delivery/rel ease identification
Change aut hori zati on docunent(s).

3.7.3 DEFECT | NTRODUCTI ON PHASE

The phase in the software life cycle where each defect was
| nt roduced.

3.7.4 DEFECT DETECTI ON PHASE
The phase in the software life cycle where each defect was found.
3.7.5 DEFECT DI SPCSI TI ON

The di sposition of each defect identified during the inspection
according to the requirenents in Section 3.4.4, "Custom zation,"
item g.

3.7.6 | NSPECTI ON PROCESS DESCRI PTI ON

The foll owi ng characteristics of the inspection process shall be
coll ected by the noderator and included in the inspection report:

| nspection date

First or re-inspection

Prior inspection date, if applicable
Overview date, if applicable

Nanmes of inspectors, excluding author
Rol es of inspectors

Planning tinme for author and noderat or
| nspection neeting duration
Overvi ew neeting duration

Preparation tinme for each inspector
Third Hour tinme for each inspector
Rework tine

Fol l owup tine

Re-inspection required; target date if it is



Nunmber and type of major defects found
Nunmber and type of m nor defects found
Nunmber of major defects corrected
Nunmber of m nor defects corrected

Aut hori zed devi ations |i st

| nspection cl ose date.

4.0 QUALI TY ASSURANCE PROVI SI ONS
4.1 SOFTWARE QUALI TY ASSURANCE

Al t hough product quality is the responsibility of the devel opnent
organi zations, the responsibility for Software Quality Assurance
(SQA) is vested in independent SQA groups. SQA perfornmance and
activity relevant to fornmal inspections are described in Sections
3.2.3, "Software Quality Assurance,"” and 3.5, "Process

Eval uation,"” of this docunent.

5.0 PACKAGQ NG

Not applicable. There are no packagi ng requirenents associ ated
with this Standard.

6.0 ADDI TI ONAL | NFORNMATI ON

Not applicable. There is no additional information furnished in
t hi s docunent.
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